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Abstract: The truncated binary exponential back-off algorithm has been widely applied in the collision resolution process of random multi-

access channel. Based on the analysis of its basic mechanism, one improved algorithm to set initial window dynamically, and the other to set 

initial and end window dynamically, were proposed. The experimental results indicated that these improved algorithms were stable and effec-

tive, and had higher resolution efficiency and better throughput curve than the basic algorithm. 
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Multi-access is an access control protocol of common chan-

nel that is shared by multi-user. Its logic topology shows as figure 

1. It has been widely applied in various co- 

 

-mmunication systems
[1]，such as satellite communication sys-

tem , mobile communication system , local area network(LAN) 

and metropolitan area network(MAN). Multi-access chiefly fol-

lows the three communication protocol models: fixed allocation, 

allocation according to needs, random contention. Specially, the 

random contention model has been widely applied due to its ef-

fective channel resource utilization and reducing switch delay 

under certain condition
[2-3]
. ALOHA

[4]
 and slotted ALOHA

[5]
 

which were proposed by N. Abramsona and L. G. Roberts in 1970 

and 1972 respectively are a kind of typical random contention 

system model. In the slotted ALOHA system, common channel is 

divided into discrete fixed-length time slices called slot, see fig-

ure 2. Every slot has three possible states: idle (no packet occu-

pies this slot), success (just one packet occupies this slot), colli-

sion (two or more packets apply for this slot). A user terminal can 

transmit packets only at the beginning of a slot (ti) and only one 

packet is permitted in one slot. The users in the system randomly 

occupy the channel resource, and collision occurs when two or 

more user terminals apply for a slot to send packets simultane-

ously. The users involved in collision need to retransmit the pack-

ets in the subsequent slots according to a specific collision resolu-

tion rule until all the conflict users successfully send their packets. 

The slotted ALOHA system is outstanding due to its no need of 

centralized control, easily adding or reducing user terminal, sim-

ply operation and small transmission delay, etc. When lightly 

loaded, the conflict probability of data packets is small，hence 
every user terminal can effectively utilize the channel resource 

according to needs. With the system load grows, collision will 

increase which results in access delay growing, throughput de-

creases, evenly packets losing or system breakdown. So it is criti-

cal to properly choose access model and collision resolution algo-

rithm in order to improve the performance of random contention 

multi-access system. 

1  Truncated Binary Exponential Back-off 

Algorithm (TBEB) 

The binary exponential back-off algorithm is an algorithm 

model that the retransmission delay and retransmission time of a 

conflict terminal consist a binary exponential relationship. With 

the retransmission times grow, the span of the back-off delay in-

creases according to 2-exponential. It has been widely used in 

LAN and HFC network 
[6]
. The algorithm can be described as 

follows: 

When collision occurs, the conflict terminal randomly 

chooses a value from the slot window span provided by the algo-

rithm each time, and this random value is the slot number that the 

terminal must “give up” before retransmit the packets. Assume 

that the two terminals T1 and T2 conflict, the algorithm sets the 

scope of initial slot window 1~16 , and the collision resolution 

progress randomly allocates 5 slots and 12 slots for terminal T1  
and terminal T2  respectively, this means that the terminal T1  and 

terminal T2  can only retransmit information after 5 slots and 12 

slots respectively. 

Let ζt denote the back-off delay of the terminal, the algo-

rithm can be described as follows: 
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Where, τ  is a system-related time constant. After a conflict reso-
lution is finished, judge whether collision resolution over each 

terminal succeeds. If the collision resolution fails, the conflict 

terminal must enter the next resolution. Then the algorithm adds 

the back-off slot window size according to 2-exponential (but still 

smaller than the biggest back-off slot window), each conflict ter-
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minal stochastically selects a value again in the new slot window, 

and repeats the above delay process until the collision resolution 

succeeds. In order to guarantee the time delay performance of the 

system, the repetition process cannot be unlimited, and the algo-

rithm specifies the maximum value of the binary index 10 and the 

max number of repetition 16. When the resolution time exceeds 

16, the resolution fails and packets of the conflict terminals lose. 

According to the rule above, suppose there are N terminals 

conflicts in the system. The collision resolution process based on 

the fundamental truncated binary exponential back-off algorithm 

can be described as follows: 

Firstly, the system enters the first 10 collision resolution pe-

riods, suppose the window size of the p th collision resolution is 

[ pp nm , ]: 
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Let pm , pn  denote the minimum and maximum of the window 

of the p th
 collision resolution respectively. When p =1, 0m  

and 0n  represent the initial values equal to 0. For example, in the 

1
st
 conflict resolution( p =1) , the algorithm provides 21 slot val-

ues in [0+2
0，0+21](here are 1 and 2) , then each terminal ran-

domly choose a slot value in the above scope and judges whether 

the resolution succeeds, namely, compare the N slot values allo-

cated to the N conflict terminals to find whether there are values 

identical. All the terminals that have different slot values remain 

their values separately which means that the collision resolutions 

over these terminals succeeds; the other terminals (N1，N1≤N) 
that have the same slot values still conflict and collision resolu-

tion continues, thus the 2
nd
 resolution( p =2) occurs. In the 2nd 

resolution , the algorithm provides 2
2
 slot values in [2

0
+2
1，

2
1
+2
2
] (here are 3 , 4 , 5 and 6) and the above process will repeat 

until successfully resolved . 

If the resolution is yet unsuccessful until p =10, then enter 
the latter 6 collision resolution periods. Unlike the first 10 colli-

sion resolutions, in the latter 6 collision resolution, the slot win-

dow size remains 2
10
 (1,024). The slot window size of the t

th
 reso-

lution is [ tt nm , ] 
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Where pm  and pn  represent the minimum and the maximum of 

the window of the p th
 collision resolution respectively. When 

t =1, 0m  and 0n  represent the initial value, respectively equal 

to 1023 and 2046. In the latter 6 conflict resolution periods, the 

method of randomly allocating slots to each terminal and judging 

whether the resolution is successful is same as the method in the 

first 10 conflict resolutions. The size scopes of slot window in the 

16
 
collision resolutions are given in table 1. 

If collision still exists after 16 times resolution, then the en-

tire collision resolution fails and all the information to be sent of 

the conflict terminals is discarded.   

Assume the number of conflict terminals (N) is 6, the 

collision resolution process shows in Figure 3. In the figure, 

a, b, c, d, e and f with arrow represent six conflict terminals 

respectively. The results indicate that the collision of the six 

conflict terminals is successfully resolved at p=3, thus 

don’t enter the latter 6 collision resolutions periods. The 

request information of a, b, c, d, e and f will be sent suc-

cessfully after waiting 8, 14, 12, 3, 6 and 9 slots respec-

tively. 14 slots are used in the entire resolution process. 

Table 1  Window Size of Collision Resolution (Unit: time slot)  

The prior 10 resolution window size The latter 6 resolution window size 

Times (p) Initial value (mp) End value (np) Times (t) Initial value (mt) End value (nt) 

1 1 2 1 2047 3070 

2 3 6 2 3071 4094 

3 7 14 3 4095 5118 

4 15 30 4 5119 6142 

5 31 62 5 6143 7166 

6 63 126 6 7167 8190 

7 127 254    

8 255 510    

9 511 1022    

10 1023 2046    
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Fig. 3  Collision Resolution Process over 6 Conflict Terminals 
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2  TBEB Algorithm with Dynamically Set-

ting Initial Window  

In TBEB algorithm, when the number of conflict 

terminals N ≥ 4, the collision resolution starts still from 

exponential p=1 ( provides slot window scope [1, 2]), and 

as a result, the probability of invalid resolution (namely in 

each time crack does not have successful state) appears to 

be very large. Therefore, if we can set the initial window 

according to the number of conflict terminals dynamically, 

the collision resolution efficiency will be improved greatly. 
The important difference between the improved algorithm 

with setting initial window dynamically and the basic algorithm 

lies in: Unlike basic algorithm that sets the initial window size as 

[1,2] without consideration of the number of conflict terminals, 

when applying improved algorithm, we set the initial window 

size dynamically. According to the reference [7], a theory that 

dynamically sets the initial window size based on the initial con-

flict terminal number is proposed. Table 2 shows the results. 

 

Table 2  Setting Initial Window Based on Conflict Terminals 

Number of Conflict terminal 4~10 11~20 21~50 51~100 101~200 

Initial window (W)  6 14 30 62 126 

 

 

 

 

 

 

 

 

 

 

 

 

 

Note that the initial window size includes the value of 

the prior windows’ time slots. For example, suppose the 

number of conflict terminals N=20, p=3 (in basic algo-

rithm p=1), then the initial window size should be [1,14], 

not [1,8], as the size includes the time slots scope [1, 6] 

provided by the priori window p=1 and p=2 and then adds 

on time slots [7,14] provided by p=3, see Table 1. Other 

than setting the initial window size according to the sys-

tem load, the collision resolution processes in the im-

proved algorithm remains consistent with the basic algo-

rithm. 
Similarly, suppose the number of conflict terminals N=6, 

the collision resolution processes of the initial window (this time 

p=2) are showed in figure4. 

The results indicate that the 6 conflict terminals success-

fully resolve the collision when p=3; compared with the basic 

algorithm, the improved algorithm only carries on two collision 

resolution, and the collision resolution has not entered the latter 

6 conflict resolution cycles. The request information of conflicts 

terminals a, b, c, d, e and f will be successfully transmitted after 

waiting 6, 1, 12, 2, 9 and 4 slots respectively. Altogether, the 

collision resolution process has used 14 time slots. 

3  TBEB Algorithm with Dynamically Set-

ting Initial Window and End Window 

The improved algorithm with setting the initial window and 

the end window must dynamically set the size of the window on 

which the last collision resolution is carried. According to the 

regulation of the truncated binary exponential back-off algo-

rithm collision resolution algorithm, the back-off of the window 

size changes by 2-exponential, but it differs from the first two 

algorithms, in the collision resolution process, when only a cer-

tain terminals conflict in a time slot in a specific collision resolu-

tion, the algorithm enters the last the collision resolution process. 

The window size of the last the collision resolution will be dy-

namically set according to the number of conflict terminals (not 

back off by 2-expenential, but the last conflict number). Pro-

vided that there still exits conflict after the last collision resolu-

tion, then the entire collision resolution fails. 

For instance, suppose the conflict terminal number N=20, 

when p=4 (assume there are only 3 terminals conflict in the 18th 

time slot), then enters the last the collision resolution process, 

provides a time slot window such as [31,38] for the 3 conflict 

terminals (Notation: when p=4, the prior window provides the 

time slot size [1,30]) and enter the last the collision but not pro-

vides time slot window [31, 62] according to 2-expenential 

back-off manner. 

Suppose the conflict terminals number N=6,and the colli-

sion resolution process of the initial window (p=2) and the end 

window (p=4, namely [7,10]) show in figure 5. The result indi-

cated that the 6 conflict terminals enter the last collision resolu-

tion when p=2, and the algorithm also only carried on two colli-

sion resolution, more, only 10 time slots (14 time slots were 

used in prior improved algorithm) are used, the collision resolu-

tion has not entered the last 6 conflict resolution periods. The 

request information of conflict terminals a, b, c, d, e and f will 

be successfully transmitted after waiting 6, 1, 9, 2, 8 and 4 slots 

respectively.  
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Figure 4 Collision Resolution  Process over 6 Conflict Terminals（Set Initial 
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Fig. 4  Collision Resolution Process over 6 Conflict Terminals（（（（Set Initial Window）））） 
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Table 3  Simulation Results of Basic and Improved Algorithms (Unit：：：：time slot) 

N Basic algorithm Initial window 

algorithms 

Initial and end 

window algo-

rithm 

Basic algorithm Initial window 

algorithm 

Initial and end 

window algo-

rithm 

 

Coun

t 

Max-

slot 

Coun

t Maxslot 

Coun

t 

Max-

slot 

N 

Count Maxslot 

Coun

t 

Max-

slot 

Coun

t Maxslot 

2 1.64 5.13 1.64 5.13 1.64 5.13 12 5.06 69.24 2.78 57.57 2.63 55.62 

3 2.39 9.33 2.39 9.33 2.39 9.33 13 5.20 76.69 2.92 63.36 2.75 59.65 

4 2.94 14.99 1.88 14.42 1.88 14.42 14 5.33 84.35 3.05 69.03 2.91 60.57 

5 3.39 21.01 2.22 18.62 2.20 18.02 15 5.46 92.57 3.17 75.53 2.99 68.15 

6 3.73 27.16 2.52 23.31 2.32 20.21 16 5.58 100.85 3.29 82.21 3.14 76.41 

7 4.04 33.59 2.79 28.49 2.55 24.27 17 5.70 109.36 3.40 89.06 3.25 84.02 

8 4.29 40.42 3.06 34.43 2.70 28.63 18 5.81 117.62 3.51 96.31 3.26 91.53 

9 4.50 47.13 3.29 40.58 2.92 36.51 19 5.91 125.50 3.61 103.49 3.32 99.29 

10 4.70 54.53 3.50 47.16 3.19 46.12 20 6.00 133.30 3.72 111.16 3.47 104.65 

11 4.90 62.04 2.64 51.94 2.52 48.24 21 6.09 141.76 3.85 120.78 3.57 110.89 

 

5  Results Analysis 

10000 simulations are carried out on the computer. 

Let N denote the number of conflict terminals and Max-

slot represent the average maximum slots value needed in 

the 10000 simulations of the N conflict terminals. The 

formula is given by: 

Maxslots ∑∑
= =

=
10000

1 1

10000/)2(
i

p

j

j
 

Where p is the max back-off exponential in a certain successful 

collision resolution, and the simulation results of the three algo-

rithms are shown in Table 3, and count is the resolution times of 

a successful conflict resolution. 

Under different arrival rate (G) ，the throughput  (S) can 

be described as
[8]
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Where N is the number of conflict terminals , and E (Lk) is the 

average number of slots. Figure 5 shows the throughput per-

formance curves of the three algorithms. 

(1) The simulation results indicate that under the permitted max 

repeat times, the max number of conflict terminals that the basic 

algorithm can resolve is about 250, the setting initial window 

algorithm is about 370 and the setting initial and end window 

algorithm is about 440. Thus greatly improves the conflict reso-

lution efficiency. 

(2) A conclusion can be made from table 3 that if the conflict 

terminal number is same, the two improved algorithms reduce 

the collision resolution times and save the slot space compared 

to the basic algorithm. 

(3) A conclusion can be made from table 3 that the average 

needed slots increases linearly with the growing of the number 

of conflict terminals; From figure 5, we conclude that the system 

throughput is in the trend to be stable with the load (G) grows 

(the stable throughput value of the basic algorithm, initial win-

dow algorithm and initial and end window algorithm tends to be 

approximately 0.18, 0.21 and 0.23 respectively). This indicates 

that the binary exponential back-off conflict resolution algorithm 

is stable and valid. 

(4) From the throughput formula, we can see that the max 

throughput of the initial and end window algorithm is 

Smax=0.3944 (G=1.06), the max throughput of the initial win-

dow algorithm is Smax=0.3941 (G=1.0), and the max through-

put of the basic algorithm is Smax=0.3903 (G=0.9). A conclu-

sion can be made from figure 5 that the performance of the two 

improved algorithms is better than the basic algorithm. The im-

Fig. 6  Throughput Curves of Binary Exponential 

Back-off Algorithm 
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Figure 5 Collision Resolution  process over 6 conflict terminals（set initial and end  window） 

 

e f d b a c 

1   2   3   4   5   6         slot 
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the last resolution. 

Fig. 5  Collision Resolution Process over 6 Conflict Terminals（（（（Set Initial and End Win-

dows）））） 
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proved algorithms have higher system throughput and can make 

the system work under higher throughput. 

(5) The improved binary exponential back-off collision resolu-

tion algorithms proposed in the paper are helpful to enhance the 

performance of all kinds of binary exponential back-off algo-

rithms. 
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