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Abstract 

In this paper we propose a system that automates the 

whole process of taking attendance and maintaining its 

records in an academic institute. Managing people is a 

difficult task for most of the organizations, and 

maintaining the attendance record is an important factor in 

people management. When considering academic 

institutes, taking the attendance of students on daily basis 

and maintaining the records is a major task. Manually 

taking the attendance and maintaining it for a long time 

adds to the difficulty of this task as well as wastes a lot of 

time.  For this reason an efficient system is designed. This 

system takes attendance electronically with the help of a 

fingerprint sensor and all the records are saved on a 

computer server. Fingerprint sensors and LCD screens are 

placed at the entrance of each room. In order to mark the 

attendance, student has to place his/her finger on the 

fingerprint sensor. On identification student’s attendance 

record is updated in the database and he/she is notified 

through LCD screen.  No need of all the stationary 

material and special personal for keeping the records. 

Furthermore an automated system replaces the manual 

system. 
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1. Introduction 

Every academic institute has certain criteria for students 

regarding their attendance in class. That is why keeping 

the accurate record of attendance is very important. At 

present attendance is usually noted using paper sheets and 

the old file system, this approach is being used from a 

long time. It becomes difficult for the management to 

regularly update the record and manually calculate the 

percentage of classes attended. Keeping these issues in 

mind a system is designed to overcome the problems 

associated with attendance system. Biometric systems 

have been widely used for the purpose of recognition. 

These recognition methods refer to automatic recognition 

of people based on some specific physiological or 

behavioral features [1]. There are many biometrics that 

can be utilized for some specific systems but the key 

structure of a biometric system is always same [2].  

Biometric systems are basically used for one of the two 

objectives identification [3] or verification [4]. 

Identification means to find a match between the query 

biometric sample and the one that is already been stored in 

database [5]. For example to pass through a restricted area 

you may have to scan your fingerprint through a biometric 

device. A new template will be generated that will be then 

compared with the previously stored templates in database. 

If match found, then the person will be allowed to pass 

through that area. On the other hand verification means 

the process of checking whether a query biometric sample 

belongs to the claimed identity or not [6].  

Some of the most commonly used biometric systems are 

(i) Iris recognition (ii) Facial recognition (iii) Fingerprint 

identification (iv) Voice identification (v) DNA 

identification (vi) Hand geometry recognition (vii) Gait 

recognition (viii)   Signature verification [5]. Previously 

the biometrics techniques were used in many areas such as 

building security, ATM, credit cards, criminal 

investigations passport control [4]. The proposed system 

uses fingerprint recognition technique [1] for obtaining 

student’s attendance. Human beings have been using 

fingerprints for recognition purposes for a very long time 

[7], because of the simplicity and accuracy of fingerprints. 

Fingerprint identification is based on two factors: (i) 

Persistence: the basic characteristics and features do not 

change with the time, (ii) Individuality: fingerprint of 

every person in this world is unique [8]. Modern 

fingerprint matching techniques were initiated in the late 

16
th

 century [9] and have added most in 20
th

 century.  

Fingerprints are considered one of the most mature 

biometric technologies and have been widely used in 

forensic laboratories and identification units [10].  
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Our proposed system uses fingerprint verification 

technique to automate the attendance system. It has been 

proved over the years that fingerprints of each and every 

person are unique [8]. So it helps to uniquely identify the 

students.  

2. Previous Work 

Most of the attendance systems use paper based methods 

for taking and calculating attendance and this manual 

method requires paper sheets and a lot of stationery 

material. Previously a very few work has been done 

relating to the academic attendance monitoring problem. 

Some software’s have been designed previously to keep 

track of attendance [11]. But they require manual entry of 

data by the staff workers. So the problem remains 

unsolved. Furthermore idea of attendance tracking 

systems using facial recognition techniques have also been 

proposed but it requires expensive apparatus still not 

getting the required accuracy [12]. 

3. System Description 

3.1. Hardware: 

 A fingerprint sensor device along with an LCD screen is 

placed at the entrance of each classroom as shown in the 

Figure 1. The fingerprint sensor is used to capture the 

fingerprints of students while LCD screen notifies the 

student that his/her attendance has been marked. 

 

Figure 1: Hardware Equipment of automatic attendance system. 

3.2. Software Tools: 

For the development of the system, the following software 

tools were used 

 Digital Persona’s Software Development Kit [13] 

 Microsoft Visual Studio 2008 (Microsoft® 

technologies) 

 Sql Server 2005 (Microsoft® technologies) 

3.3. Rules for marking attendance: 

I. Student should scan his/her finger correctly on 

the fingerprint sensor as shown in Figure 2. If 

fingerprint is not enrolled correctly on reader as 

shown in Figure 3, it could lead to biometric 

error i.e. biometric device does not make perfect 

match decision.  

 

Figure 2: The correct method to place a finger on the device. 

There are two reasons for error Failure to enroll rate (FTE) 

and Failure to capture (FTC) rate of biometric device [4]. 

FTC rate depends on functionality of the system and FTE 

occur due to poor quality inputs [4]. 

 
Figure 3: The wrong method to place a finger on the device. 
 

II. Students should mark their attendance within 30 

minutes of start time of lecture. For example if a 

lecture starts on 9:00 am attendance shall not be 

marked after 9:30 am. 

III. If attendance has already been marked, student is 

not able to mark another attendance in the same 

lecture.  
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3.4. Scenario of automatic attendance system: 

Figure 4 shows the scenario of automatic attendance 

system attached to a class room. Database storage contains 

the fingerprint templates of students along with their 

information (names, registration numbers and 

Subjects/lectures). When student enrolls his/her finger on 

the scanner his/her fingerprint is matched with database to 

mark the attendance.  

 

Figure 4: Scenario of Automatic Attendance system. 

3.5. Implementation: 

Hardware equipment is placed at the door of classroom 

(see Figure 1).  Before entering the classroom students are 

identified through fingerprint scanner as shown in the 

Figure 5. On identification of a student his/her attendance 

is marked.  

 

Figure 5: Students mark their attendance before entering the classroom 

Following sequence of steps summarize the process of 

marking the attendance. 

Step 1: Capture the student’s fingerprint sample and create 

a feature set.  

A set of unique features created to match fingerprint is 

called feature set. 

Step 2: Retrieve the stored templates from the repository 

(database). 

Step 3: Perform a one-to-n comparison between the 

fingerprint feature set and the fingerprint templates stored 

in database, make a decision of match or non-match.           

Figure 6 describes the process of identification. 

 

 
Figure 6: Identification Process 

 

Step 4: If match is found retrieve student’s information 

(Registration number, Department, Subjects) from the 

database.  

Step 5: Obtain the scheduled lecture from the database and 

mark attendance if student is within the specified time i.e. 

within 30 minutes of the lecture’s starting time (see rules 

for detail).   

If verification is not done or there is some error in 

enrollment of fingerprint, system goes back to its initial 

state without marking the attendance as shown in Figure 7.  

 

 

 
Figure 7: Flow chart of the system. 
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4. Pseudo Code 

Main 

{ 

 Enroll fingerprint 

 if (enrollment successful) 

{ 

Read stored templates 

Identification (fingerprint, stored template) 

if (Identified) 

{ 

Get students Id and check the student’s schedule 

lecture & update attendance record 

Display “attendance updated” message; 

return to initial state 

} 

else 

{ 

display “Not Identified” message 

 return to initial state  

} 

else 

{ 

Display “Error in fingerprint enrollment” message; 

       } 

return to initial state 

}  

} 

5. Results 

The proposed system has been tested for a class of 50 

students. Three students were 30 minutes late than the 

lecture time. The attendance of these three students was 

not updated (see rules for detail). Out of other 47 students 

46 students were properly identified and thus their 

attendance record was updated. 1 unsuccessful 

identification occurred because student did not properly 

place his finger on the sensor (see rules for detail).                                                              

The accuracy of the system is shown Table 1. 

No. of  

students 

Successful 

Identification 

Unsuccessful 

Identification 

Accuracy 

50 49 1 98% 

Table 1: Result of fingerprint Identification  

The results shown in Table 1 prove that the system is near 

to an ideal system.  

Furthermore after 25 lectures the record of different 

students was obtained. One such record is shown in 

Figure 9.  

 

Figure 9: Attendance record of student  

6. Conclusion 

It can be concluded from the above discussion that a 

reliable, secure, fast and an efficient system has been 

developed replacing a manual and unreliable system. 

Results have shown that this system can be implemented 

in academic institutes for better results regarding the 

management of attendance. This system will save time, 

reduce the amount of work the administration has to do 

and will replace the stationery material with electronic 

apparatus. Hence a system with expected results has 

been developed but there is still some room for 

improvement.  
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