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Summary 
Vehicular Ad-hoc Networks (VANETs) have emerged as an 
interesting way to ensure Intelligent Transportation System (ITS) 
services. Indeed, various ITS applications related to road safety 
and transport efficiency are nowadays deployed through VANET. 
Given the high mobility of moving vehicles as well as the lack of 
fixed infrastructure, data dissemination has become a central 
topic in VANET. The thriving challenge would be to notify, in 
the right time, drivers about dangerous situations that may 
encounter them and avoiding as far as possible the network 
broadcast storm problem. In this respect, we introduce in this 
paper a new geocast data dissemination protocol based on the 
forward-if-relevant mechanism. In our proposal, a vehicle 
decides to rebroadcast or ignore the received event according to 
an estimated event relevance value. To this end, we rely on a 
data-mining technique to extract some interesting mobility 
patterns from the past trajectories of the vehicle, which are used 
latter for computing the relevance of the event for the vehicle. 
Performed simulations show the efficiency of the proposed 
protocol in terms of reachability ratio, precision, overhead and 
latency.  
Key words:  
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1. Introduction 

Vehicular Ad-hoc Networks (VANETs) have emerged as 
an interesting way to ensure Intelligent Transportation 
System (ITS) services. Indeed, various ITS applications 
related to road safety and transport efficiency are 
nowadays deployed through VANET. In fact, thanks to 
embedded sensors, vehicles are able to detect several types 
of information, for example an accident on the road, an 
empty place in a parking, bottling, obstacles, weather, road 
cut, etc. In addition, they can disseminate such data 
through  Vehicle-to-Vehicle (V2V) communications. 
Given the high mobility of moving vehicles as well as the 
lack of fixed infrastructure, data dissemination has become 
a central topic in VANET. The thriving challenge would 
be to notify, in the right time, drivers about dangerous 
situations that may encounter them and avoiding as far as 
possible network saturation as well as conflict and 
collision issues, commonly known as broadcast storm 
problem [1], [2]. In the literature, existing data 

dissemination methods rely on broadcasting or geocasting 
mechanisms [3], [4], [5], [6], [7], [8], [9], [10], [11]. The 
former, is mainly used to disseminate non-safety data (e.g., 
commercial promotions, weather data, etc.)  to all vehicles, 
without exception, using a blind or controlled flooding 
mechanisms. However, it is unsuitable for disseminating 
safety data (e.g., accident, emergency warning, etc.), which 
are of interest to some vehicles near the event location. 
Indeed, disseminating safety data requires a geocasting 
mechanism, which broadcasts the event to vehicles driving 
in certain area called Zone Of Relevance (ZOR). Hence, 
vehicles receiving the event outside the ZOR are not 
concerned and therefore they ignore it. Indeed, defining the 
ZOR of a given event is the most challenging issue in 
geocast-based approaches. Unfortunately, most existing 
approaches define the ZOR as a simple geometric shape, 
for example circle, rectangle or polygon. Such 
representation of the ZOR is strongly restrictive and does 
not fit the target region in most cases [12]. Therefore, 
many interested vehicles will not receive the event if the 
shape of the ZOR is too small. Whereas, unnecessary extra 
traffic is generated for informing unconcerned vehicles if 
the shape is very large. To overcome this drawback, we 
introduce here a new geocast data dissemination protocol, 
called BIRE (Broadcast If Relevant Event). This latter, 
dynamically determines the ZOR of the event based on the 
forward-if-relevant mechanism. Indeed, within BIRE a 
vehicle decides to rebroadcast or ignore the received event 
according to an estimated event relevance value. We 
assume that the event is relevant enough for the vehicle 
whenever there is a high probability that it will meet the 
event. Doing so, only interested vehicles will receive the 
event. To this end, we rely on a data-mining technique to 
extract some interesting mobility patterns from the past 
trajectories of the vehicle, which are used latter for 
computing the relevance of the event for the vehicle. 
The rest of this paper is organized as follows. In Section 2, 
we review the relevant literature. In Section 3, we 
thoroughly describe our geocast data dissemination 
protocol. The performance evaluation of the proposed 
protocol is presented in Section 4. Section 5 concludes this 
study and highlights future directions. 
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2. Literature review 

The existing data dissemination protocols rely on 
broadcasting or geocasting mechanisms. In this respect, 
Wisitpongphan et al. [13] introduced three broadcasting 
mechanisms based on different suppression techniques, 
called Weighted p-persistence, Slotted 1-persistence and 
Slotted p-persistence. The main aim was to decrease the 
broadcast redundancy by stopping the spreading of the 
same messages by many vehicles while ensuring the 
deliverance of the event to all vehicles. In p-weighted 
persistence [13], each vehicle receiving an event message 
rebroadcasts it with a forwarding probability p if it does 
not receive duplicate copies of the message during a fixed 
waiting time (e.g., 2 ms). Worth noting that a higher 
probability is assigned to the vehicles that are located 
farther away from the broadcaster. Therefore, vehicles near 
to the broadcaster will discard the message. Slotted 1-
persistence [13]  assigns different waiting time slots to the 
neighboring vehicles depending on their locations. A 
shorter waiting time is assigned to the farthest vehicles 
from the broadcaster. The receiver of a given message 
rebroadcasts it with a probability 1 after the assigned time 
[13] slot if it didn’t receive any duplicates during the 
waiting time slot. Slotted p-persistence relies on a  
probability and a slotted waiting time. Indeed, a higher 
probability and a shorter slotted waiting time are assigned 
to the farthest vehicles  from the broadcaster. Hence, the 
receiver rebroadcasts the received message with a 
probability p at the assigned time slot if it didn’t  receive 
any duplicates. Different suppression techniques have been 
introduced latter to enhance the efficiency of these three 
basic ones by considering various context features, for 
example network density, vehicle direction, etc. The 
proposed broadcasting approaches are suitable for 
disseminating non-safety events, which are of interest to all 
vehicles. However, they are inappropriate for 
disseminating safety events (e.g., accident, emergency 
warning, etc.), which are of interest to some vehicles near 
the event location. Indeed, disseminating such safety 
events requires a geocasting mechanism, which broadcasts 
the event to vehicles driving in certain area called Zone Of 
Relevance (ZOR). Indeed, geocasting mechanisms can 
help overcoming the broadcast storm problem more 
effectively. In this respect, Ibrahim et al. [14]  introduced 
the p-IVG (probabilistic Inter-Vehicular Geocast) protocol 
for the highways scenario.  They assumed the existence of 
a ZOR within a rectangular shape near to the event 
location. In addition they introduced a suppression 
technique, similar to Slotted p-persistence, to avoid the 
broadcast storm inside the rectangular ZOR. Indeed, the 
authors considered that in a dense network,  many vehicles 
inside the ZOR have almost the same broadcasting 
probability or waiting time, so they will re-broadcast the 

packet at the same time, which leads to a local spatial 
broadcast storm. To overcome this shortage, the authors 
rely on the density of neighboring vehicles to set a 
dynamic waiting time. However, to estimate the density of 
the surrounding vehicles, vehicles must exchange 
beaconing messages. Doing so, will lead to an extra 
network overhead. Delot et al. [3]  introduced a data 
dissemination protocol based on the forward-if-relevant 
principle. In the proposed protocol each vehicle receiving 
the event decides to re-broadcast or discards the received 
event based on an estimated encounter probability, denoted 
EP. The latter is an estimation of the likelihood that the 
vehicle will meet the event. Therefore, whenever the 
computed EP is greater than or equal to a certain diffusion 
threshold, then the message will be considered as relevant 
enough to be re-diffused by the receiving vehicle. 
Otherwise, the message will be ignored. Hence, within this 
protocol the ZOR is determined dynamically, since the 
neighboring vehicles receive the event while it is 
considered relevant in the area. Allani et al. [11] 
introduced  a data dissemination protocol based on map 
splitting, called DPMS. The authors assumed the existence 
of centralized server that offers a storage and processing 
services. Indeed, its main function is to split the map of a 
given city into a set of regions, and then to compute the 
ZOR of each region through the mining of correlations 
between vehicles’ trajectories and crossed regions. To do 
so, they relied on the Formal Concept Analysis (FCA), 
which is a method of extracting interesting clusters from 
relational data.  In DPMS each vehicle downloads the split 
map and the associated ZORs, via cellular network 
technology (such as 3G or 4G), whenever it enters in an 
unvisited city. This split map will be used whenever the 
vehicle receives an event to check if it is inside the ZOR of 
the event. In this case, the Slotted 1-Persistence 
suppression technique is used for disseminating the event 
to vehicles within the ZOR. Otherwise, the event will be 
simply stored then ignored. In DPMS the computation of 
the ZOR is done by a dedicated server. As a downside, 
vehicles must be equipped by a cellular network 
technology (such as 3G or 4G) to download the split map 
from the server. In addition, DPMS relied on a 
transactional database representing relationships between 
vehicles trajectories and crossed junctions to compute the 
ZORs. This representation considers the trajectory of a 
vehicle as an unordered set of crossed junctions. Therefore, 
it ignored a key factor which is the order of junctions 
crossed by the vehicle. 
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3. Protocol description 

In the following, we present the global architecture of our 
data dissemination protocol BIRE then we thoroughly 
describe its main components.  

3.1 Architecture 

 

Fig. 1  Protocol Architecture at a Glance 

As illustrated in Figure 1, the architecture of the proposed 
protocol consists of two main components: 
 Movement Pattern Component: each vehicle 

periodically runs  this component to extract a 
representative set of its movement patterns from its 
past movements or trajectories. These patterns will 
help us to predict the next destination of the vehicle 
knowing its current position. Such valuable 
knowledge is of paramount importance for guiding 
the data dissemination process.  

 Data Dissemination Component: vehicle runs this 
component  whenever it receives or detects 
an event (i.e., using its embedded sensors) to decide 
whether to re-broadcast or ignore the event. This 
decision is taken with respect to the relevance of the 
event to the vehicle, which is computed based on 
the movement patterns of the vehicle extracted by 
the first component. 

   
In the sequel, we detail the movement pattern and the data 
dissemination components in Subsection 3.2 and 
Subsection 3.3, respectively. 

3.2 Movement Pattern Component 

We assume that vehicles move in a given city according to 
some pertinent movement patterns. These latter can be 
extracted from the past trajectories of the vehicle using a 
data-mining technique. In what follows, we first define the 
main concepts used in our method of movement pattern 
extraction before detailing its key steps. 

3.2.1 Key notions 

Definition 1: (SEQUENCE DATABASE ) 

A sequence database  is a pair  where  
  is a set of a vehicle trajectories and 
 is a set of ordered sequences of roads 

crossed by the vehicle in its trajectories. In the sequel, a 
sequence of roads is denoted by  
where each  is a road.  

Example 1: 

Table 1 illustrates a sequence database   where 
 is a set of vehicle trajectories and 
 represents the sequences set of  roads 

crossed by the vehicle. 

Table 1: Sequence Database  

  
  
  
  
  
  
  

Definition 2: (SEQUENCE SUPPORT)  

Let  be a sequence of roads. The support of  , denoted 
, is an indication of how frequently the sequence  

appears in . It is computed as follows : 
 

 
The symbol  stands for an orderly inclusion (order of 
items in sequences), e.g.,  but 

 

Definition 3: (FREQUENT SEQUENCE or 
MOVEMENT PATTERN) 

The sequence  is said to be frequent if its support in 
 is greater than or equal to a (user specified 

threshold)  . We consider each frequent sequence 
as relevant movement pattern. 

Example 2: 

If we consider a threshold  and the 
sequence database  of the Example 1, then the 
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sequence  is  frequent  since its support 
 

Consequently, within   the sequence 
 is considered as a movement pattern. 

Definition 4: (MOVEMENT PATTERNS SET)  

We define the set  of movement patterns as the 
frequent sequences of roads crossed by the vehicle 
extracted from its sequence database  
Formally, the set  is defined as: 

 

3.2.2 Steps of extracting movement patterns 

As depicted in Figure 1, the following steps must be 
followed to extract the relevant patterns of the vehicle:  
 Data preparation: it transforms  GPS data points to 

a sequence database  (c.f. Definition 1) 
representing the vehicle trajectories. It worth noting 
that this database is updated whenever the vehicle 
moves in order to add the new trajectories. 

 Mining movement patterns: it mines the  set  
of the vehicle movement patterns (i.e., frequent 
sequences of roads crossed by the vehicle) from its 
sequence database . To compute the set 

 from  ,we use the prefixSpan 
algorithm [15]. In this study, we assume that the set 

 of movement patterns is updated every  period 
(defined manually) to consider the new vehicle 
trajectories.  

3.3 Data Dissemination Component 

 

Algorithm 1 illustrates the behavior of a vehicle  upon 
detecting or receiving a safety event . Briefly, if  is the 
first vehicle that detects the event  then it broadcasts it to 
its neighborhood in order to warn them of the dangerous 
situation (c.f. Lines 5-6 Algorithm 1). If the event  has 
been received from another vehicle, then the vehicle  
first computes the relevance of the event  with respect to 
its current location currentRoad, the event location 

 and its movement patterns  (c.f. Algorithm 
2). Thereafter, it broadcasts  if it is considered relevant 
enough to be disseminated to other vehicles (i.e., the event 
relevance is greater than a forwarding threshold ). 
Otherwise  ignores the event (c.f. Lines 11-15 Algorithm 
1). Interestingly enough, we assume that the event  is 
relevant to the vehicle  whenever there is a high 
probability that will moves from its current location 

 to the event location . Hence, 
we compute the relevance of  to   as the ratio between 
the number of movement patterns that pass through the 
current location of  to the event location and the number 
of movement patterns that  contain the current location of 

  (c.f. Line 5-15 Algorithm 2). 
 

 

4. Performance Evaluation 

In this section, we present the performance evaluation of 
our protocol BIRE versus the Slotted 1-Persistence [13]. 
We choose the Slotted 1-Persistence as a baseline since it 
has a high reachability ratio [13][18]. It is worth of 
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mention that for the sake of providing a fair comparison, 
we defined the ZOR of Slotted 1-persistence as a circle,  
which is the most efficient shape according to Jochle et al. 
[16]. 

4.1 Simulation Setting 

The network simulation is carried out by OMNeT++ [17] 
along with the physical layer modeling toolkit MiXiM. 
Moreover,  urban mobility is simulated with  microscopic 
and continuous road traffic simulation using the SUMO 
[18] simulator. These two simulators are actually included 
in the Veins framework [19]. The simulation settings are 
summarized in Table 2. In the MAC layer, we set the 
transmission power to 40mW to achieve approximately 
300m of interference range. In addition, we vary the 
amount of vehicles driving on our map from 100 to 1000, 
ranging from low traffic usually occurring during night 
times and higher traffic in the afternoon. Furthermore, we 
select a real-world road map from Menzel 
Bourguiba city in the north of Tunisia as depicted in Figure 
2. 

Table 2: Simulation Settings 
Frequency band  5.9 GHz 

Transmission power  40 mW 
Transmission range  300m 

Bandwidth 10 MHz 
Slot time  13 us 

Slot number  5 
Average vehicle’s speed  80 km/h 

Number of vehicles  100 - 1000 
Density of vehicles  20 - 200 vehicles /km2 

 

 

Fig. 2  Menzel Bourguiba road map 

4.2 Evaluation Metrics 

To assess our protocol we rely on the following metrics: 
Reachability: it means the average delivery ratio of 
disseminated messages [11], where the message must reach 
all intersected vehicles of such an event .  Formally, the 
reachability metric is defined as follows: 

 
 
where  stands for the set of concerned informed 
vehicles, i.e.,  only relevant vehicles for an event , and  
stands for the set of concerned vehicles in an event .  
Precision: it assesses to what extent the  protocol is able to 
only inform  relevant vehicles that are actually concerned 
by a given event . Formally, the precision metric is 
defined as follows  [11, 20]: 

 
 
where  stands for the set of concerned informed 
vehicles, i.e. only relevant vehicles for an event , and 

 stands for the set of all informed vehicles, i.e. relevant 
as well as  irrelevant vehicles for an event e.  
F-score: it is defined in  [11, 20] as the harmonic mean of 
precision and reachability: 

 
 
Overhead: The overhead metric stands for the total 
number of sent packets. Interestingly enough, the ultimate 
goal of any dissemination protocol is to avoid the overhead 
problem  by looking for minimizing the number of 
message transmissions in the network [11]. 
Latency: it refers to the amount of time which is needed  
to deliver a message to an interested vehicle  [11]. The 
average latency, ,   is defined as follows: 

 
 
where  stands for  the arrival time of the event message 
to a vehicle  and  is the time stamp of the occurrence of 
the event. 

4.3 Results 

Figures 3-5 depict the reachability, the precision and the F-
score of Slotted 1-Persistence and BIRE protocols when 
varying  the number of vehicles in the network. We 
observe that the different metrics decrease as far as the 
vehicle density goes up for both protocols. Indeed, 
increasing the number of vehicles in the network 
undoubtedly decreases the probability to reach the 
interested vehicles. In addition, Figure 3 shows that the 
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reachability of Slotted 1-persistence protocol is slightly 
sharper than that of BIRE. This can simply be explained by 
the fact that within Slotted 1-persistence all vehicles (i.e., 
inside or outside the ZOR) are notified increasing 
consequently the reachability. Nonetheless, Figure 4 
depicts that BIRE has a high precision than Slotted 1-
persistence under different vehicle densities. As also 
shown in Figure 6, BIRE increases the overall precision of  
Slotted 1-persistence by around 500%. Indeed, by adopting 
the forward-if-relevant principle, BIRE dynamically 
determines the ZOR of the event and therefore only a small 
number of uninterested vehicles, outside the ZOR, are 
notified leading to a higher precision. Furthermore, Figure 
5 shows  that BIRE has a high F-score whenever compared 
to Slotted 1-persistence. In fact, our protocol achieves a 
better trade-off between reachability and precision under 
different vehicle densities. Figure 6 also demonstrates that 
our protocol increases the overall F-score of Slotted 1-
persistence by around 430%. Figures 7-8 depict the 
evolution of the overhead and the latency of BIRE and 
Slotted 1-persistence protocols under different vehicle 
densities. As expected, the performance of  both protocols 
decreases as far as the number of vehicles in the network 
goes up. Indeed, in a dense network, vehicles exchange 
more messages leading to an increase in  the overhead and 
latency. 
 

 

Fig. 3  Reachability w.r.t. the variation of the number of vehicles 

 

Fig. 4  Precision w.r.t. the variation of the number of vehicles 

 

Fig. 5  F-score w.r.t. the variation of the number of vehicles 

 

Fig. 6  Average Reachability, Precision and F-score 

In addition, we note that our protocol achieves less 
overhead (around 26 %) and latency (around 7%) 
whenever compared to  Slotted-1 persistence. These 
encouraging performance are owed to the fact that within 
BIRE only a small number of vehicles inside the ZOR 
disseminate the messages, which undoubtedly leads to 
decrease the overhead and therefore the latency. 
 

 

Fig. 7  Overhead w.r.t. the variation of the number of vehicles  
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Fig.8  Latency w.r.t. the variation of the number of vehicles 

5. Conclusion 

In this paper, we have introduced BIRE as a geocast 
protocol for  safety event dissemination in VANET. BIRE 
relies on the forward-if-relevant principle to dynamically 
determine the ZOR. Indeed, it decides to rebroadcast or 
discard a given event according to its  relevance for the 
receiving vehicle. To this end, we have relied on a data-
mining technique to extract some interesting mobility 
patterns from past vehicle trajectories, which were used for 
computing the relevance of the event for the receiving 
vehicle. Simulation results have shown that BIRE has 
outperformed the baseline approach. Avenues of future 
work are as follows: 

1. Considering complex VANET scenarios, for 
example in rural and sparse areas, which are 
characterized by high mobility and low vehicle 
density; 

2. Considering other features for computing the 
relevance of the event to the vehicle; 

3. Integrating BIRE with a data aggregation protocol 
to enhance its performance. 
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