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Abstract 
The future of wireless networks in networks and communications 
is quite promising, which has sparked the academics' intense 
interest in the field. Better performance is required in MANETs as 
a result of the users' growing diversity and breadth as well as their 
greater use of MANETs for various purposes. Applications require 
QoS for effective communication, and load balancing is a 
characteristic of the routing protocol that can support in improved 
resource management and boost network performance. we present 
a novel technique for load balancing in the AOMDV routing 
protocol for MANETs by choosing pathways employing 
parameters for each path on the intermediate nodes and by 
dispersing the burden among the free nodes while transmitting 
data, which is demonstrated by simulations in NS-2.35. 

 Keywords: 
AOMDV, NS-2, load balancing, QoS, wireless networks, MANETs. 
 
 
1. Introduction  
 

Mobile Ad-hoc Network (MANET) [1]is a 
group of self-configuring[2], constantly changing, and 
multi-hop mobile devices that connects to each other 
wireless to create a communication network[1], [3], 
without any centralization. MANET is a self-
organizing network, where nodes that are within one 
another's communication may communicate with one 
another in the network[4]–[7]. Both civilian and 
military settings might benefit from the use of mobile 
ad hoc networks. Routing is a difficult issue since the 
present path is rendered ineffective and impractical by 
the dynamic changes in the topology of MANET[8]–
[12]. Routing, security, and QoS (Quality of Service) 
provisioning are the core problems for mobile Ad-hoc 
networks, which are mostly caused by node mobility, 
connection failure, and constrained bandwidth. With 
limited power, processing, and memory capacity, the 
routing issue in MANETs is to offer an efficient path 
for data forwarding in a shorter amount of time[13]–
[15]. The issue with current routing protocols is that 
traffic is not fairly distributed throughout the 
pathways in the network, as a result, nodes located in 
densely populated regions are utilized more frequently 

by various paths and eventually reach their capacity, 
which lowers the routing protocol's performance. In 
order to divide the burden in the network equitably, a 
load balancing capability has to be introduced to the 
current protocols. AOMDV and other multipath 
routing protocols can assist in maintaining backup 
routes in the event of a route breakage, but they do not 
yet offer any load balancing features because they 
only use the primary path for the purpose of 
transmitting data in less mobile environments where 
there is little to no chance of a route breakage. The 
method of routing involves sending packets along the 
most efficient link to their destination. According to 
the availability of the route, MANET routing is 
divided into two categories. 1. Proactive routing: 
Nodes in a wireless Ad-hoc network should maintain a 
list of routes to all potential destinations so that, in the 
event that a packet has to be sent, the route is already 
known and may be utilized right away. 2. Reactive 
routing: A node starts the network's route discovery 
process when it has to deliver packets to a destination 
but lacks a route there. Once formed, a route is kept 
up by a route maintenance process until the 
destination is longer reachable or the route is longer 
required. 

 
2. Related Work 

 
For the aim of balancing on multi-path in 

MANETs routing, there have been several ideas. In 
[16], EHO is By dividing nodes' populations into two 
clans depending on nodal energy, which is sometimes 
referred to as the separation operator, EHO is 
primarily used to optimize nodes' energy usage. The 
first clan will consist of nodes with more energy than 
is required to transport the complete amount of 
packets through the node, while the second clan will 
consist of the remaining nodes. Compared to the 
ACO-FDRPSO and AOMDV protocols, the routing 
overhead for the proposed EHO-AOMDV protocol 
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grows more slowly. The three BIAs protocols EHO-
AOMDV, ACO-FDRPSO, and FF-AOMDV all 
achieved higher delay than the AOMDV while EHO-
AOMDV spent less energy and the AOMDV attained 
the maximum energy consumption. In terms of routing 
overhead, packet delivery ratio, average energy 
consumption, and number of dead nodes, the 
suggested EHO-AOMDV has surpassed the ACO-
FDRPSO, FF-AOMDV, and AOMDV, while 
AOMDV has improved in terms of end-to-end delay. 
The authors attribute this to the fact that the AOMDV 
requires less computation and processing to find paths 
and route packets across them than the other three 
protocols, which prioritize node energy before finding 
paths and routing packets. Through this investigation, 
the authors came to the conclusion that the EHO 
separating and clan updating operators can improve 
the AOMDV protocol's performance when it comes to 
delivering the most packets with the fewest dead 
nodes and, thus, with the least amount of energy 
consumption. Finally, the authors advise using EHO-
AOMDV in systems like banking, marketing, and 
management that demand a higher delivery rate while 
using less energy and tolerable latency.  

In [17], The main issue arises from energy-
efficient experiments using the AOMDV routing 
protocol in the presence of malicious nodes using 
packet loss, jitter, throughput, and energy parameters. 
The authors discovered that the more malicious nodes 
there are in a network, the more frequently the routing 
process must be carried out because the malicious 
nodes discard a large number of packets. According to 
the simulation data, as there are more malicious nodes 
present, the throughput value keeps dropping, packet 
loss value keeps rising because more malicious nodes 
are discarding packets, energy value keeps rising as 
there are more malicious nodes present due to the 
increased number of packets that are being discarded 
by malicious nodes, and node lifetime value also 
keeps rising. Due to the malicious nodes' tendency to 
discard packets from the source, the nodes do not need 
to utilize much energy. Therefore, it can be inferred 
that the energy consumed becomes efficient because 
the quantity of living nodes would rise in the presence 
of malicious nodes. But since the throughput figure is 
constantly dropping as a result of the attack from the 
rogue node, the output is given a bad value. The 
multipath routing protocol is performing better thanks 
to the hybrid DMR protocol that has been presented in 
[18]. The multipath AOMDV handles additional 

network load effectively and more effectively than the 
unipath routing protocol, but it is feasible to improve 
protocol performance in a dynamic network by using 
DREAM. Every node's most recent location in 
relation to every other node is maintained by the 
hybrid DMR work. The number of nodes that are 
actively involved in the routing process and that just 
keep the routing table while routing. Because we are 
utilizing the reactive routing protocol, once the routing 
process is complete, the routing information from the 
nodes memory is erased. Using the Ad hoc On-
demand Multipath Distance Vector (AOMDV) routing 
protocol, a new fitness function (FFn) is developed in 
[19] as an optimization tool to find the optimum path 
between the source and the destination.  

Following that, they suggest a routing protocol 
called AOMDV with FFn (AOMDV-FFn). AOMDV-
GA, based on the FFn, is another combination of the 
AOMDV mechanism and genetic algorithm that is 
suggested. AOMDV-FFn does not engage in any of 
the GA phases, such as crossover, mutation, etc.; it 
merely uses the fitness function. The multipath 
algorithm's dedicated route is chosen by the FFn. To 
choose the best path from source to destination in this 
task, consider three parameters. In order to prevent 
congestion, the chosen route should cover the shortest 
distance to the destination while passing through 
nodes with the highest residual energy. In order to use 
the fitness function, they create the TCP Congestion 
Control Enhancement for Random Loss (TCP CERL). 
In the chosen efficient route, TCP CERL is able to 
differentiate between random loss and congestion loss. 
When it comes to throughput, packet delivery ratio, 
energy usage, and end-to-end delay, the routing 
protocols based on the suggested fitness function 
perform better than those of existing routing 
mechanisms. In situations where there is random loss 
and network congestion, the protocols operate 
flawlessly. the remainder of the paper In order to 
choose the optimal routes with the highest fitness, it 
combines new fitness function (FFn) and suggests 
AOMDV-FFn. Even if a random loss of data packets 
occurs, the route with the best fitness implies the 
shortest route, the most residual energy, and the least 
amount of data traffic. They also introduced our 
genetic algorithm-based AOMDV-GA methodology 
(GA). Both protocols outperform alternative routing 
techniques in our simulated tests. In [18] PDR 
characteristics, and routing cost metrics are used to 
assess the features of AOMDV and the proposed 
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DMR. A multi-path protocol is unquestionably 
superior to a one-way routing system, and it is also a 
better choice for network communication in dynamic 
environments. The DREAM protocol archives node 
mobility and location data. The AOMDV protocol 
seeks to strengthen a dependable link between 
transmitter and recipient. The optimum routing 
strategy for numerous routes is multiple routes. 
Superior results are produced by DMR performance, 
and these findings demonstrate better sending, 
receiving, and data loss performance. The network's 
routing expenses and packet loss are reduced, and data 
packet reception is enhanced. As a result of nodes in 
MANET being aware of one another's locations, 
network overhead is kept to a minimum and data 
packets are sent directly rather than flooding routing 
packets. Because the network packets it receives are 
better, performance and PDR are improved. Better 
outcomes and less needless overhead are produced by 
routing performance in multipath routing. 
 

 
3. Proposed Methodology 

 
AOMDV preserves many pathways for data 

transfer, but it only utilizes one path while it is still 
active and stores the others as a backup. If the primary 
path does not fail and the other pathways are never 
utilized if the primary path remains valid, this might 
result in substantial overhead on a single path and 
resource waste. To overcome this problem, we 
propose two Protocols : 1-A Suitable  Multi-path of 
More Stable Nodes on  AOMDV  ( SMMSN-
AOMDV), 2- A Multi-path of Available Nodes on 
AOMDV  ( MAN-AOMDV). In order to distribute 
the data and the load along the paths, the first Protocol 
considered the hop count, source path number, 
destination path number, and the current node as a 
metric for suitable path selection by more stable 
Nodes in the path. This would eliminate potential bias 
of the path usage in the network. While the second 
protocol considers the hop count and Source path 
number to get multi-path depending on the available 
Nodes. Furthermore, in the RREQ packet, the hop 
count and Source path number fields are added. These 
parameters in the request are used to determine the 
route. 

 
3.1 SMMSN-AOMDV 

 

The Source node starts to send RREQ packet to 
transmit the data while there is no specific route 
selected to the destination. then each neighbor node 
assigns a self Id in Source path number of RREQ to 
identify the current reverse path which is path 
number that defers from another reverse path. The 
Source neighbor node is assigned when the hop 
count equals to zero. by the time the node receives 
RREQ, if there is a fresh route, then it sends a reply 
to the source, otherwise, it compares the available 
reverse path in routing table with the Source path 
number and current Node (Neighbor Node) in 
RREQ to obtain a fresh route. 

The node will accept and forward RREQ if it is 
the first time or if it exists in the same path of the 
routing table. this shows that the current node is 
stable, otherwise, the node will not be selected due 
to high mobility, means the node came from 
different path. As a result, the quality of the path 
will be affected by confusing the sequence of the 
nodes and leads to the chaos. the same process 
happens during the RREP control Packet. If the 
destination node sends RREP and stores Destination 
path number. here each node sends the next reply to 
the same source node only with the same RREP 
destination path number or first RREP. 

 
3.1.1   A.1  SMMSN-AOMDV Algorithm At 

RREQ 
 

If (path exists for destination) {distribute data 
amongst multiple paths}  
Else {find route discovery} 
 Route discovery process Send RREQ(); 
//Source_path_number is initiated 0  
 If (RREQ_Hop_Count == 0 ){ 
 Source_path_number = Index;} 
Insert_RREQ_path (Source,  Source_path_number, 
Current_Node,Hop_Count+1); 
Current_Node = Index;  
If ((RREQ_Destination == Index) or lookup 
(RREQ_Destination ==  Table_ Destination )){ 
 //If (I am Destination) or I have a route to 
destination // 
Route discovery process Send RREP(); } // 
Destination_ path_number is initiated 0  
If lookup(( Source_path_number ≠Table_ 
Source_path_number)& (Current_Node ≠Table_ 
Current_Node)) //Not stable Node // 
Delete (path); 
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Drope RREQ; } 
At RREP: 
If (RREQ_Hop_Count == 0 ){ 
Destination_path_number = Index; 
 } 
Insert_path(Destination, Destination_path_number, 
Current_Node ,Hop_Count+1); 
Current_Node = Index; 
} 

 
From the point of view of system optimization, media 
coding/decoding scheme should be considered in the 
similar way as channel coding/decoding scheme in 
telecommu-nications. However, there is a very 
significant difference between the restrictions imposed 
on the two systems. Indeed, in telecommunication 
systems an important design issue which restricts 
channel coding efficiency is a trade-off between 
embedded redundancy needed for error control and 
the required channel capacity (bandwidth and/or 
power) due to the increased signaling rate. In public 
communications, the amount of the embedded 
redundancy is not commonly a restricting factor which 
makes the media MAP decoding even more powerful. 
It could be said that in human communications the 
embedded redundancy is “gratis” since people use to 
repeat sentences, data, photos etc. Generally, in public 
communications embedded redundancy is “gratis” 
since different printed and electronic media are 
practically competing in publishing information 
interesting for people (users).  

In addition, since media decoder works with 
symbols from the same alphabet as used by the source, 
media decoder may entirely exploit the source 
redundancy to minimize error probability. 
 
3.2  MAN-AOMDV 

The Source node sends the RREQ packet to find 
the route to destination. every neighbor node assigns 
self Id in the Source path number of RREQ to identify 
the current reverse path which is path number that 
defers from another reverse path. While the node 
receives RREQ, if it is a fresh route then it sends a 
reply to the source node, otherwise it compares the 
available reverse path in routing table with the source 
path number in RREQ to obtain the route. in case this 
was the first RREQ, the node will accept the RREQ 
and update the routing table information’s for the 
second RREQ of the same path. furthermore, the exact 
procedure will happen at RREP control Packet. If the 

node is a destination node, then sends RREP and 
stores the destination path number. here each node 
sends the next reply to the same source only with the 
same RREP Destination path number. 
 

3.2.1  MAN-AOMDV Algorithm At RREQ 
 

If (path exists for destination) {distribute data 
amongst multiple paths}  
Else {initiate route discovery} 
 Route discovery process Send RREQ(); 
//Source_path_number is initiated 0  
 If (RREQ_Hop_Count == 0 ){ 
 Source_path_number = Index; } 
Insert_RREQ_to_Node_Table (Source,  
Source_path_number,Hop_Count+1); 
If ((RREQ_Destination == Index) or lookup 
(RREQ_Destination ==  Table_ Destination )){ 
 //If (I am Destination) or I have a route to 
destination // 
Route discovery process Send RREP(); } } // 
Destination_ path_number is initiated 0  
If lookup (( Source_path_number ≠Table_ 
Source_path_number) { 
Delete (path) 
Drope RREQ } 
At RREP: 
If (RREQ_Hop_Count == 0 ){ 
Destination_path_number = Index; } 
Insert_RREP_to_Node_Table (Source, 
Destination_path_number,Hop_Count+1); 
If lookup( Destination_path_number ≠Table_ 
Destination_path_number){  
Drope RREP; } 

 
 
4. Simulations and results 

 
To minimize the issue of hidden terminals in 

wireless networks, a comprehensive simulation model 
based on NS2 is utilized. It conducts virtual sensing 
and medium reserve. With a maximum data rate of 2 
Mbit/s and a 250 m radio range, WaveLAN is 
modeled as shared media. Traffic sources with a CBR 
(Continuous Bit Rate) are employed. Over the 
network, the source-destination pairings are 
disseminated at random. The data packet size is 512 
bytes. The mobility model employed uses random 
waypoints with 60 nodes in a 1500 by 1500 square-
foot rectangular space. The node has a distinct 
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mobility that involves brief halt followed by rapid 
movement. There are 300 simulated seconds in the 
simulation run. Tab. 2 provides a thorough overview 
of the simulation scenario. 
 
 
4.1 Performance indicators 

 
4.1.1 Packet delivery ratio 

 
In this simulation, the ratio of packets received by 

the CBR at the destination to those transmitted by sources 
with (CBR, application layer). It indicates the packet loss 
rate, which restricts the network's top throughput. 

 

4.1.2 End-to-end delay 
 
This indicator shows the average end-to-end latency 

and the time it takes for a packet from the source to the 
destination's application layer. 
 
4.1.3 Throughput 

The total number of packets successfully 
delivered through all time to each particular 
destination. Table 2 Dimensions of the parameters 
utilized in the simulation are 1500 x 1500 x 1500 (m x 
m). number of nodes 60 simulation time 300 traffic 
type CBR number of connections 20, packet size 512 
bytes MAC layer IEEE802.11b. SMMSN-AOMDV 
and MAN-AOMDV are being evaluated in a situation 
where there are mobile connections between network 
nodes. The addition of a new field in RREQ packet 
results in an overhead, however it can be accepted as 
normal as we employ paths with minimal load as well 
as the amount of packet loss in the network will 
decrease. Furthermore, since the field is only added in 
route request packets, which are only sent out when 
route discovery is necessary, it won't have a 
significant impact on the network's performance 
unless there is a path breakage. SMMSN-AOMDV in 
Fig. 2 has a shorter end-to-end delay than MAN-
AOMDV since we are employing stable nodes to 
choose an appropriate routing. As a result, the path's 
delay reduces, and the overall delay ends up being less 
than MAN-AOMDV. 

In Fig. 3, the packet delivery ratio is roughly 
identical when using paths with minimal network load, 
however as the load in the network increases, the 
performance of MAN-AOMDV declines and 

SMMSN-AOMDV takes control as the load in the 
network is low, network load balancing is not as 
necessary because the resources in the network can 
meet the needs of the communications, However, 
when network traffic grows and one link cannot 
support communication with sufficient resources, load 
balancing becomes necessary. SMMSN-AOMDV 
distributes traffic to several pathways that are selected 
based on reliable nodes to share the load on the 
network, thus improving the packet delivery. 

The throughput of the network for both 
SMMSN-AOMDV and MAN-AOMDV is almost the 
same in Fig. 4, but when the load on the network 
grows, the throughput drops because a high load 
causes congestion, as a result the packets are not 
received by destinations. Therefore, when using a 
node for transmission, the possibility of a packet 
dropping is high when congestion occurs along that 
path, which is the reason that the throughput of MAN-
AOMDV drops. In contrast, SMMSN-AOMDV has a 
higher throughput since it uses multiple paths and 
distributes the traffic, which lowers the chances of 
packet drops. The end-to-end delay findings for 
SMMSN-AOMDV and MAN-AOMDV are shown in 
Fig. 2. The end-to-end latency also increases when a 
node leaves the channel and chooses a different path 
since only delivered packets are taken into account 
when calculating the end-to-end delay. The 
throughput data are displayed in Fig. 4. As we use less 
loaded pathways with fewer packets, the throughput 
and packet delivery ratio rise. 

Because SMMSN-AOMDV has more robust 
Intermediate Nodes than MAN-AOMDV, there have 
been less packet losses, which has improved network 
performance and packet delivery. The comparative of 
MAN-AOMDV and SMMSN-AOMDV with regard 
to packet deliver ratio utilizing perfect pathways is 
shown in Fig. 3. SMMSN-AOMDV chooses stable 
Intermediate Nodes since they allow for less packet 
processing at each node, which improves the packet 
delivery ratio. The chances of a packet dropping at the 
intermediate node are even lower as more stable 
intermediate nodes are added and the packets are 
distributed because congestion will be avoided until 
the most stable intermediate nodes are chosen to 
receive perfect paths with low loads and achieve the 
highest packet delivery ratio. The primary advantage 
of the suggested plan is that the protocol may offer an 
acceptable improvement in average end-to-end delay 
without sacrificing any other QoS metrics. 
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 Fig 1. Packet delivery ratio 

 

 
 

Fig 2. End-to-End Delay 

 

 
 

Fig 3. Throughput 
 

 
 

Fig 4. Packet Loss  
 

I. Conclusion 
 

As AOMDV only uses one path at a time, the 
suggested technique improves MAN-AOMDV 
protocol at higher loads. In contrast, SMMSN-
AOMDV divides traffic into several suitable paths, 
which helps distribute the load across more nodes, 
which is leads to better resource utilization, 
and increases network lifespan as well as promotes 
balanced power consumption. 

 
 

5. Future work 
 

The suggested method outperforms AOMDV, but it 
could perform even better by using routine updates on 
the node and packet information of the nodes in the 
paths so that the nodes can make dynamic decisions 
about using better routes while data is being 
transmitted, which can result in even better use of 
network resources. The proposed approach can help in 
extending the network lifetime if energy is 
additionally employed as a path selection parameter. 
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